Anlage

uber die Verarbeitung personenbezogener Daten

AUFTRAGSVERARBEITUNGSVEREINBARUNG

ZWISCHEN VERANTWORTLICHEM UND AUFTRAGSVERARBEITER AUBERHALB
EU/EWR

Standardvertragsklauseln

ABSCHNITT |

Klausel 1

Zweck und Anwendungsbereich

a) Mit diesen Standardvertragsklauseln soll sichergestellt werden, dass die Anforderungen der
Verordnung (EU) 2016/679 des Europaischen Parlaments und des Rates vom 27. April 2016 zum
Schutz natdrlicher Personen bei der Verarbeitung personenbezogener Daten zum freien
Datenverkehr (Datenschutz-Grundverordnung) bei der Ubermittlung personenbezogener Daten an
ein Drittland eingehalten werden.
b) Die Parteien:
i) die in Anhang |.A aufgefihrte(n) natlrliche(n) oder juristische(n) Person(en), Behorde(n),
Agentur(en) oder sonstige(n) Stelle(n) (im Folgenden Einrichtung(en)“), die die
personenbezogenen Daten tUbermittelt/n (im Folgenden jeweils ,,Datenexporteur(e)“) und
ii) die in Anhang I|.A aufgefluhrte(n) Einrichtung(en) in einem Drittland, die die
personenbezogenen Daten direkt oder indirekt Gber eine andere Einrichtung, die ebenfalls
Partei dieser Klauseln ist, erhalt/erhalten (im Folgenden jeweils ,,Datenimporteur(e)®),
haben sich mit diesen Standardvertragsklauseln (im Folgenden ,,Klauseln“) einverstanden erklart.
c) Diese Klauseln gelten fir die Ubermittlung personenbezogener Daten geméaB Anhang |.B.
d) Die Anlage zu diesen Klauseln mit den darin enthaltenen Anhangen ist Bestandteil dieser
Klauseln.

Klausel 2

Wirkung und Unabanderbarkeit der Klauseln

a) Diese Klauseln enthalten geeignete Garantien, einschlieBlich durchsetzbarer Rechte betroffener
Personen und wirksamer Rechtsbehelfe gemaB Artikel 46 Absatz 1 und Artikel 46 Absatz 2
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Buchstabe c) der Verordnung (EU) 2016/679 sowie - in Bezug auf Datenubermittlungen von
Verantwortlichen an  Auftragsverarbeiter und/oder von  Auftragsverarbeitern an
Auftragsverarbeiter - Standardvertragsklauseln gemaB Artikel 28 Absatz 7 der Verordnung (EU)
2016/679, sofern diese nicht gedndert werden, mit Ausnahme der Auswahl des entsprechenden
Moduls oder der entsprechenden Module oder der Ergadnzung oder Aktualisierung von
Informationen in der Anlage. Dies hindert die Parteien nicht daran, die in diesen Klauseln
festgelegten Standardvertragsklauseln in einen umfangreicheren Vertrag aufzunehmen
und/oder weitere Klauseln oder zusatzliche Garantien hinzuzufiigen, sofern diese weder
unmittelbar noch mittelbar im Widerspruch zu diesen Klauseln stehen oder die Grundrechte
oder Grundfreiheiten der betroffenen Personen beschneiden.

b)Diese Klauseln gelten unbeschadet der Verpflichtungen, denen der Datenexporteur geman der
Verordnung (EU) 2016/679 unterliegt.

Klausel 3

Drittbegiinstigte

a)Betroffene Personen konnen diese Klauseln als Drittbeglnstigte gegenuber dem/der
Datenexporteur(e) und/oder dem/der Datenimporteur(e) geltend machen und durchsetzen, mit
folgenden Ausnahmen:

i) Klausel 1, Klausel 2, Klausel 3, Klausel 6, Klausel 7;

i) Klausel 8.1 Buchstabe b), Klausel 8.9 Buchstaben a), c), d) und e);
iii) Klausel 9 Buchstaben a), ¢), d) und e);

iv) Klausel 12 Buchstaben a), d) und f);

V) Klausel 13;

vi) Klausel 15.1 Buchstaben c¢), d) und e);
vii) Klausel 16 Buchstabe €);
viii) Klausel 18 Buchstaben a) und b);
b) Die Rechte betroffener Personen gemaf der Verordnung (EU) 2016/679 bleiben von Buchstabe
a) unberuihrt.

Klausel 4

Auslegung

a) Werden in diesen Klauseln in der Verordnung (EU) 2016/679 definierte Begriffe verwendet, so
haben diese Begriffe dieselbe Bedeutung wie in dieser Verordnung.

b) Diese Klauseln sind im Lichte der Bestimmungen der Verordnung (EU) 2016/679 auszulegen.

c) Diese Klauseln durfen nicht in einer Weise ausgelegt werden, die mitden in der Verordnung (EU)
2016/679 vorgesehenen Rechten und Pflichten im Widerspruch steht.

Klausel 5

Vorrang
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Im Falle eines Widerspruchs zwischen diesen Klauseln und den Bestimmungen von damit
zusammenhangenden Vereinbarungen zwischen den Parteien, die zu dem Zeitpunkt bestehen, zu
dem diese Klauseln vereinbart oder eingegangen werden, haben diese Klauseln Vorrang.

Klausel 6

Beschreibung der Dateniibermittlung(en)

Die Einzelheiten der Datentbermittlung(en), insbesondere die Kategorien der uUbermittelten
personenbezogenen Daten und der/die Zweck(e), zu dem/denen sie Ubermittelt werden, sind in
Anhang |.B aufgeflhrt.

Klausel 7

Kopplungsklausel

a) Eine Einrichtung, die nicht Partei dieser Klauseln ist, kann diesen Klauseln mit Zustimmung der
Parteien jederzeit entweder als Datenexporteur oder als Datenimporteur beitreten, indem sie die
Anlage ausfullt und Anhang |.A unterzeichnet.

b) Nach Ausfullen der Anlage und Unterzeichnung von Anhang |.A wird die beitretende Einrichtung
Partei dieser Klauseln und hat die Rechte und Pflichten eines Datenexporteurs oder eines
Datenimporteurs entsprechend ihrer Bezeichnung in Anhang |.A.

c) Fur die beitretende Einrichtung gelten fur den Zeitraum vor ihrem Beitritt als Partei keine aus
diesen Klauseln resultierenden Rechte oder Pflichten.

ABSCHNITT Il
PFLICHTEN DER PARTEIEN

Klausel 8

Datenschutzgarantien
Der Datenexporteur versichert sich im Rahmen des Zumutbaren davon Uberzeugt zu haben, dass
der Datenimporteur durch die Umsetzung geeigneter technischer und organisatorischer
MaBnahmen in der Lage ist, seinen Pflichten aus diesen Klauseln nachzukommen.

8.1 Weisungen

a) Der Datenimporteur verarbeitet die personenbezogenen Daten nur auf dokumentierte Weisung
des Datenexporteurs. Der Datenexporteur kann solche Weisungen wahrend der gesamten
Vertragslaufzeit erteilen.

b) Der Datenimporteur unterrichtet den Datenexporteur unverziglich, wenn er diese Weisungen
nicht befolgen kann.
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8.2 Zweckbindung

Der Datenimporteur verarbeitet die personenbezogenen Daten nur fur den/die in Anhang |.B
genannten spezifischen Zweck/e, sofern keine weiteren Weisungen des Datenexporteurs
bestehen.

8.3 Transparenz

Auf Anfrage stellt der Datenexporteur der betroffenen Person eine Kopie dieser Klauseln,
einschlieBlich der von den Parteien ausgefillten Anlage, unentgeltlich zur Verfigung. Soweit es
zum Schutz von Geschéaftsgeheimnissen oder anderen vertraulichen Informationen, einschlieBlich
der in Anhang Il beschriebenen MaBBnahmen und personenbezogener Daten, notwendig ist, kann
der Datenexporteur Teile des Textes der Anlage zu diesen Klauseln vor der Weitergabe einer Kopie
unkenntlich machen; er legt jedoch eine aussagekraftige Zusammenfassung vor, wenn die
betroffene Person andernfalls den Inhalt der Anlage nicht verstehen wirde oder ihre Rechte nicht
ausuben konnte. Auf Anfrage teilen die Parteien der betroffenen Person die Grinde fur die
Schwarzungen so weit wie moglich mit, ohne die geschwarzten Informationen offenzulegen. Diese
Klausel gilt unbeschadet der Pflichten des Datenexporteurs gemaB den Artikeln 13 und 14 der
Verordnung (EU) 2016/679.

8.4 Richtigkeit

Stellt der Datenimporteur fest, dass die erhaltenen personenbezogenen Daten unrichtig oder
veraltet sind, unterrichtet er unverziglich den Datenexporteur. In diesem Fall arbeitet der
Datenimporteur mit dem Datenexporteur zusammen, um die Daten zu loschen oder zu berichtigen.

8.5 Dauer der Verarbeitung und Loschung oder Riickgabe der Daten

Die Daten werden vom Datenimporteur nur fur die in Anhang |.B angegebene Dauer verarbeitet.
Nach Wahl des Datenexporteurs l0scht der Datenimporteur nach Beendigung der Erbringung der
Datenverarbeitungsdienste alle im Auftrag des Datenexporteurs verarbeiteten
personenbezogenen Daten und bescheinigt dem Datenexporteur, dass dies erfolgt ist, oder gibt
dem Datenexporteur alle in seinem Auftrag verarbeiteten personenbezogenen Daten zurtck und
l6scht bestehende Kopien. Bis zur Loschung oder Ruckgabe der Daten stellt der Datenimporteur
weiterhin die Einhaltung dieser Klauseln sicher.

Falls fur den Datenimporteur lokale Rechtsvorschriften gelten, die ihm die Ruckgabe oder
Léschung der personenbezogenen Daten untersagen, sichert der Datenimporteur zu, dass er die
Einhaltung dieser Klauseln auch weiterhin gewahrleistet und diese Daten nur in dem Umfang und
so lange verarbeitet, wie dies gemaB den betreffenden lokalen Rechtsvorschriften erforderlich ist.
Dies gilt unbeschadet von Klausel 14, insbesondere der Pflicht des Datenimporteurs gemanB
Klausel 14 Buchstabe €), den Datenexporteur wahrend der Vertragslaufzeit zu benachrichtigen,
wenn er Grund zu der Annahme hat, dass fur ihn Rechtsvorschriften oder Gepflogenheiten gelten
oder gelten werden, die nicht mit den Anforderungen in Klausel 14 Buchstabe a) im Einklang
stehen.
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8.6 Sicherheit der Verarbeitung

a) Der Datenimporteur und, wahrend der Datenubermittlung, auch der Datenexporteur treffen
geeignete technische und organisatorische MaBnahmen, um die Sicherheit der Daten zu
gewabhrleisten, einschlieBlich des Schutzes vor einer Verletzung der Sicherheit, die, ob
unbeabsichtigt oder unrechtmaBig, zur Vernichtung, zum Verlust, zur Verdnderung oder zur
unbefugten Offenlegung von beziehungsweise zum unbefugten Zugang zu diesen Daten fuhrt (im
Folgenden ,Verletzung des Schutzes personenbezogener Daten®).

Bei der Beurteilung des angemessenen Schutzniveaus tragen die Parteien dem Stand der Technik,
den Implementierungskosten, der Art, dem Umfang, den Umstédnden und dem/den Zweck(en) der
Verarbeitung sowie den mit der Verarbeitung verbundenen Risiken fur die betroffenen Personen
gebuhrend Rechnung.

Die Parteien ziehen insbesondere eine Verschlisselung oder Pseudonymisierung, auch wahrend
der Datenubermittlung, in Betracht, wenn dadurch der Verarbeitungszweck erfullt werden kann.
Im Falle einer Pseudonymisierung verbleiben die zusatzlichen Informationen, mit denen die
personenbezogenen Daten einer speziellen betroffenen Person zugeordnet werden konnen, soweit
moglich, unter der ausschlieBlichen Kontrolle des Datenexporteurs.

Zur Erfallung seinen Pflichten gemaB diesem Absatz setzt der Datenimporteur mindestens die in
Anhang Il aufgeflihrten technischen und organisatorischen MaBnahmen um.

Der Datenimporteur fuhrt regelmaBige Kontrollen durch, um sicherzustellen, dass diese
MaBnahmen weiterhin ein angemessenes Schutzniveau bieten.

b) Der Datenimporteur gewahrt seinem Personal nur insoweit Zugang zu den personenbezogenen
Daten, als dies fiir die Durchfithrung, Verwaltung und Uberwachung des Vertrags unbedingt
erforderlich ist. Er gewahrleistet, dass sich die zur Verarbeitung der personenbezogenen Daten
befugten Personen zur Vertraulichkeit verpflichtet haben oder einer angemessenen gesetzlichen
Verschwiegenheitspflicht unterliegen.

c) Im Falle einer Verletzung des Schutzes personenbezogener Daten im Zusammenhang mit der
Verarbeitung personenbezogener Daten durch den Datenimporteur gemaB diesen Klauseln ergreift
der Datenimporteur geeignete MaBnahmen zur Behebung der Verletzung, darunter auch
MaBnahmen zur Abmilderung ihrer nachteiligen Auswirkungen. Zudem meldet der Datenimporteur
dem Datenexporteur die Verletzung unverziglich, nachdem sie ihm bekanntwurde. Diese Meldung
enthalt die Kontaktdaten einer Anlaufstelle fur weitere Informationen, eine Beschreibung der Art
der Verletzung (soweit moglich mit Angabe der Kategorien und der ungefahren Zahl der betroffenen
Personen und der ungefahren Zahl der betroffenen personenbezogenen Datensatze), die
wahrscheinlichen Folgen der Verletzung und die ergriffenen odervorgeschlagenen MaBnahmen zur
Behebung der Verletzung und gegebenenfalls MaBnahmen zur Abmilderung etwaiger nachteiliger
Auswirkungen. Wenn und soweit nicht alle Informationen zur gleichen Zeit bereitgestellt werden
kdnnen, enthalt die urspringliche Meldung die zu jenem Zeitpunkt verfigbaren Informationen, und
weitere Informationen werden, sobald sie verfigbar sind, anschlieBend ohne unangemessene
Verzogerung bereitgestellt.

d) Unter Berlcksichtigung der Art der Verarbeitung und der dem Datenimporteur zur Verfugung
stehenden Informationen arbeitet der Datenimporteur mit dem Datenexporteur zusammen und
unterstutzt ihn dabei, seinen Pflichten gemaB der Verordnung (EU) 2016/679 nachzukommen,
insbesondere die zustandige Aufsichtsbehdrde und die betroffenen Personen zu benachrichtigen.

8.7 Sensible Daten
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Soweit die Ubermittlung personenbezogene Daten umfasst, aus denen die rassische oder
ethnische Herkunft, politische Meinungen, religiose oder weltanschauliche Uberzeugungen oder
die Gewerkschaftszugehorigkeit hervorgeht, oder die genetische Daten oder biometrische Daten
zum Zweck der eindeutigen Identifizierung einer naturlichen Person, Daten Uber die Gesundheit,
das Sexualleben oder die sexuelle Ausrichtung einer Person oder Daten Uber strafrechtliche
Verurteilungen und Straftaten enthalten (im Folgenden "sensible Daten"), wendet der
Datenimporteur die in Anhang I[.B beschriebenen speziellen Beschrdnkungen und/oder
zusatzlichen Garantien an.

8.8 Weiterubermittlungen

Der Datenimporteur gibt die personenbezogenen Daten nur auf dokumentierte Weisung des
Datenexporteurs an Dritte weiter. Die Daten durfen zudem nur an Dritte weitergegeben werden, die
(in demselben Land wie der Datenimporteur oder in einem anderen Drittland) auBerhalb der
Europaischen Union ansassig sind (im Folgenden ,Weiteribermittlung®), sofern der Dritte im
Rahmen des betreffenden Moduls an diese Klauseln gebunden ist oder sich mit der Bindung daran
einverstanden erklart oder falls:

i) die Weiteribermittlung an ein Land erfolgt, fur das ein Angemessenheitsbeschluss geman
Artikel 45 der Verordnung (EU) 2016/679 gilt, der die Weitertbermittlung abdeckt;

ii) der Dritte auf andere Weise geeignete Garantien gemanB Artikel 46 oder 47 der Verordnung (EU)
2016/679 im Hinblick auf die betreffende Verarbeitung gewahrleistet;

iii) die Weiteribermittlung zur Geltendmachung, Ausubung oder Verteidigung von
Rechtsansprichen im Zusammenhang mit bestimmten Verwaltungs-, Gerichts- oder
regulatorischen Verfahren erforderlich ist oder

iv) die Weiterubermittlung erforderlich ist, um lebenswichtige Interessen der betroffenen Person
oder einer anderen naturlichen Person zu schitzen.

Jede Weiterubermittlung erfolgt unter der Bedingung, dass der Datenimporteur alle anderen
Garantien gemaB diesen Klauseln, insbesondere die Zweckbindung, einhalt-

8.9 Dokumentation und Einhaltung der Klauseln

a) Der Datenimporteur bearbeitet Anfragen des Datenexporteurs, die sich auf die Verarbeitung
gemaf diesen Klauseln beziehen, umgehend und in angemessener Weise.

b) Die Parteien mussen die Einhaltung dieser Klauseln nachweisen konnen. Insbesondere fuhrt der
Datenimporteur geeignete Aufzeichnungen uber die im Auftrag des Datenexporteurs
durchgefliihrten Verarbeitungstatigkeiten.

c) Der Datenimporteur stellt dem Datenexporteur alle Informationen zur Verfugung, die
erforderlich sind, um die Einhaltung der in diesen Klauseln festgelegten Pflichten nachzuweisen;
auf Verlangen des Datenexporteurs ermdglicht er diesem, die unter diese Klauseln fallenden
Verarbeitungstatigkeiten in angemessenen Abstanden oder bei Anzeichen flr eine Nichteinhaltung
zu prufen, und tragt zu einer solchen Prufung bei.

Bei der Entscheidung (iber eine Uberpriifung oder Priifung kann der Datenexporteur einschlagige
Zertifizierungen des Datenimporteurs berlcksichtigen.

d) Der Datenexporteur kann die Prifung selbst durchflihren oder einen unabhangigen Prlfer
beauftragen. Die Prufungen konnen Inspektionen in den Raumlichkeiten oder physischen
Einrichtungen des Datenimporteurs umfassen und werden gegebenenfalls mit angemessener
Vorankundigung durchgefihrt.
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e) Die Parteien stellen der zustdndigen Aufsichtsbehdrde die unter den Buchstaben b) und c)
genannten Informationen, einschlieBlich der Ergebnisse von Prufungen, auf Anfrage zur Verfugung

Klausel 9

Einsatz von Unterauftragsverarbeitern

a) Der Datenimporteur besitzt die allgemeine Genehmigung des Datenexporteurs fir die
Beauftragung von Unterauftragsverarbeitern, die in einer vereinbarten Liste aufgefuhrt sind. Der
Datenimporteur unterrichtet den Datenexporteur mindestens 15 Tage im Voraus ausdricklich in
schriftlicher Form (ber alle beabsichtigten Anderungen dieser Liste durch Hinzufiigen oder
Ersetzen von Unterauftragsverarbeitern und raumt dem Datenexporteur damit ausreichend Zeit
ein, um vor der Beauftragung des/der Unterauftragsverarbeiter/s Einwdnde gegen diese
Anderungen erheben zu kénnen. Der Datenimporteur stellt dem Datenexporteur die erforderlichen
Informationen zur Verfligung, damit dieser sein Widerspruchsrecht ausuben kann.

b) Beauftragt der Datenimporteur einen Unterauftragsverarbeiter mit der Durchfihrung
bestimmter Verarbeitungstatigkeiten (im Auftrag des Datenexporteurs), so muss diese
Beauftragung im Wege eines schriftlichen Vertrags erfolgen, der im Wesentlichen dieselben
Datenschutzpflichten vorsieht wie diejenigen, die den Datenimporteur gemaB diesen Klauseln
binden, einschlieBlich im Hinblick auf Rechte als Drittbeglinstigte fur betroffene Personen. Die
Parteien erklaren sich damit einverstanden, dass der Datenimporteur durch Einhaltung der
vorliegenden Klausel seinen Pflichten gemaB Klausel 8.8 nachkommt. Der Datenimporteur stellt
sicher, dass der Unterauftragsverarbeiter die Pflichten erflllt, denen der Datenimporteur gemaBi
diesen Klauseln unterliegt.

c) Der Datenimporteur stellt dem Datenexporteur auf dessen Verlangen eine Kopie eines solchen
Unterauftragsverarbeitervertrags und etwaiger spaterer Anderungen zur Verfiigung. Soweit dies
zum Schutz von Geschaftsgeheimnissen oder anderen vertraulichen Informationen, einschlieBlich
personenbezogener Daten, notwendig ist, kann der Datenimporteur den Wortlaut der
Vereinbarung vor der Weitergabe einer Kopie unkenntlich machen.

d) Der Datenimporteur haftet gegentiber dem Datenexporteur in vollem Umfang dafur, dass der
Unterauftragsverarbeiter seinen Pflichten gemaB dem mit dem Datenimporteur geschlossenen
Vertrag nachkommt. Der Datenimporteur benachrichtigt den Datenexporteur, wenn der
Unterauftragsverarbeiter seinen Pflichten gemaB diesem Vertrag nicht nachkommt.

e) Der Datenimporteur vereinbart mit dem Unterauftragsverarbeiter eine Drittbeglinstigtenklausel,
wonach der Datenexporteur — sollte der Datenimporteur faktisch oder rechtlich nicht mehr
bestehen oderzahlungsunfahig sein —das Recht hat, den Untervergabevertrag zu kiindigen und den
Unterauftragsverarbeiter anzuweisen, die personenbezogenen Daten zu |dschen oder
zurlickzugeben.

Klausel 10

Rechte betroffener Personen

a) Der Datenimporteur unterrichtet den Datenexporteur unverziglich Uber jeden Antrag, den er von
einer betroffenen Person erhalten hat. Er beantwortet diesen Antrag nicht selbst, es sei denn, er
wurde vom Datenexporteur dazu ermachtigt.
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b) Der Datenimporteur unterstitzt den Datenexporteur bei der Erfullung von dessen Pflicht Antrage
betroffener Personen auf AuslUbung ihrer Rechte gemaB der Verordnung (EU) 2016/679 zu
beantworten. Zu diesem Zweck legen die Parteien in Anhang Il unter Bertcksichtigung der Art der
Verarbeitung die geeigneten technischen und organisatorischen MaBnahmen, durch die
Unterstltzung geleistet wird, sowie den Anwendungsbereich und den Umfang der erforderlichen
Unterstltzung fest.

c) Bei der Erfullung seiner Pflichten gemaB den Buchstaben a) bis c) befolgt der Datenimporteur die
Weisungen des Datenexporteurs.

Klausel 11

Rechtsbehelf

a) Der Datenimporteur informiert die betroffenen Personen in transparenter und leicht
zuganglicher Form mittels individueller Benachrichtigung oder auf seiner Website Uber eine
Anlaufstelle, die befugt ist, Beschwerden zu bearbeiten. Er bearbeitet umgehend alle
Beschwerden, die er von einer betroffenen Person erhalt.

b) Im Falle einer Streitigkeit zwischen einer betroffenen Person und einer der Parteien bezuglich der
Einhaltung dieser Klauseln bemuht sich die betreffende Partei nach besten Kraften um eine zligige
gutliche Einigung. Die Parteien halten einander Uber derartige Streitigkeiten auf dem Laufenden
und bemuhen sich gegebenenfalls gemeinsam um deren Beilegung.

c) Macht die betroffene Person ein Recht als Drittbeguinstigte gemaB Klausel 3 geltend, erkennt der
Datenimporteur die Entscheidung der betroffenen Person an,

i) eine Beschwerde bei der Aufsichtsbehdrde des Mitgliedstaats ihres gewdhnlichen
Aufenthaltsorts oder ihres Arbeitsorts oder bei der zustandigen Aufsichtsbehoérde gemaBn
Klausel 13 einzureichen,

ii) den Streitfall an die zustandigen Gerichte im Sinne der Klausel 18 zu verweisen.

d) Die Parteien erkennen an, dass die betroffene Person von einer Einrichtung, Organisation oder
Vereinigung ohne Gewinnerzielungsabsicht gemaB Artikel 80 Absatz 1 der Verordnung (EU)
2016/679 vertreten werden kann.

e) Der Datenimporteur unterwirft sich einem nach geltendem Unionsrecht oder dem geltenden
Recht eines Mitgliedstaats verbindlichen Beschluss.

f) Der Datenimporteur erklart sich damit einverstanden, dass die Entscheidung der betroffenen
Person nicht ihre materiellen Rechte oder Verfahrensrechte berthrt, Rechtsbehelfe im Einklang
mit geltenden Rechtsvorschriften einzulegen.

Klausel 12

Haftung

a) Jede Partei haftet gegenuber der/den anderen Partei(en) fur Schaden, die sie der/den anderen
Partei(en) durch einen VerstoB gegen diese Klauseln verursacht.

b) Der Datenimporteur haftet gegenltiber der betroffenen Person, und die betroffene Person hat
Anspruch auf Schadenersatz fur jeden materiellen oder immateriellen Schaden, den der
Datenimporteur oder sein Unterauftragsverarbeiter der betroffenen Person verursacht, indem er
deren Rechte als Drittbeglinstigte gemaf diesen Klauseln verletzt.
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c) Ungeachtet von Buchstabe b) haftet der Datenimporteur gegentiber der betroffenen Person, und
die betroffene Person hat Anspruch auf Schadenersatz fir jeden materiellen oder immateriellen
Schaden, den der Datenexporteur oder der Datenimporteur (oder dessen
Unterauftragsverarbeiter) der betroffenen Person verursacht, indem er deren Rechte als
Drittbeglinstigte gemaB diesen Klauseln verletzt. Dies gilt unbeschadet der Haftung des
Datenexporteurs und, sofern der Datenexporteur ein im Auftrag eines Verantwortlichen
handelnder Auftragsverarbeiter ist, unbeschadet der Haftung des Verantwortlichen gemaB der
Verordnung (EU) 2016/679 oder gegebenenfalls der Verordnung (EU) 2018/1725.

d) Die Parteien erklaren sich damit einverstanden, dass der Datenexporteur, der nach Buchstabe c)
fur durch den Datenimporteur (oder dessen Unterauftragsverarbeiter) verursachte Schaden haftet,
berechtigt ist, vom Datenimporteur den Teil des Schadenersatzes zurlickzufordern, der der
Verantwortung des Datenimporteurs fur den Schaden entspricht.

e) Ist mehr als eine Partei fir Schaden verantwortlich, die der betroffenen Person infolge eines
VerstoBes gegen diese Klauseln entstanden sind, so haften alle verantwortlichen Parteien
gesamtschuldnerisch, und die betroffene Person ist berechtigt, gegen jede der Parteien gerichtlich
vorzugehen.

f) Die Parteien erklaren sich damit einverstanden, dass eine Partei, die nach Buchstabe e) haftbar
gemacht wird, berechtigt ist, von der/den anderen Partei(en) den Teil des Schadenersatzes
zuruckzufordern, der deren Verantwortung fur den Schaden entspricht.

g) Der Datenimporteur kann sich nicht auf das Verhalten eines Unterauftragsverarbeiters berufen,
um sich seiner eigenen Haftung entziehen.

Klausel 13

Aufsicht

a) Die Aufsichtsbehdrde, die dafur verantwortlich ist, sicherzustellen, dass der Datenexporteur bei
Datenubermittlungen die Verordnung (EU) 2016/679 einhalt, siehe Anhang I.C, fungiert als
zustandige Aufsichtsbehorde.

b) Der Datenimporteur erklart sich damit einverstanden, sich der Kompetenz der zustandigen
Aufsichtsbehorde zu unterwerfen und bei allen Verfahren, mitdenen die Einhaltung dieser Klauseln
sichergestellt werden soll, mit ihr zusammenzuarbeiten. Insbesondere erklart sich der
Datenimporteur damit einverstanden, Anfragen zu beantworten, sich Prafungen zu unterziehen
und den von der Aufsichtsbehorde getroffenen MaBnahmen, darunter auch AbhilfemaBnahmen
und AusgleichsmaBnahmen, nachzukommen. Er bestatigt der Aufsichtsbehorde in schriftlicher
Form, dass die erforderlichen MaBnahmen ergriffen wurden.
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ABSCHNITT I

LOKALE RECHTSVORSCHRIFTEN UND PFLICHTEN IM FALLE DES ZUGANGS VON
BEHORDEN ZU DEN DATEN

Klausel 14

Lokale Rechtsvorschriften und Gepflogenheiten, die sich auf die Einhaltung der
Klauseln auswirken

a) Die Parteien sichern zu, keinen Grund zu der Annahme zu haben, dass die fur die Verarbeitung
personenbezogener Daten durch den Datenimporteur geltenden Rechtsvorschriften und
Gepflogenheiten im Bestimmungsdrittland, einschlieBlich Anforderungen zur Offenlegung
personenbezogener Daten oder MaBnahmen, die 6ffentlichen Behdrden den Zugang zu diesen
Daten gestatten, den Datenimporteur an der Erfullung seiner Pflichten gemaB diesen Klauseln
hindern. Dies basiert auf dem Verstandnis, dass Rechtsvorschriften und Gepflogenheiten, die den
Wesensgehalt der Grundrechte und Grundfreiheiten achten und nicht Gber MaBnahmen
hinausgehen, die in einer demokratischen Gesellschaft notwendig und verhaltnismaBig sind, um
eines der in Artikel 23 Absatz 1 der Verordnung (EU) 2016/679 aufgefuhrten Ziele sicherzustellen,
nicht im Widerspruch zu diesen Klauseln stehen.

b) Die Parteien erklaren, dass sie hinsichtlich der Zusicherung in Buchstabe a) insbesondere die
folgenden Aspekte gebUhrend berlcksichtigt haben:

i) die besonderen Umstande der Ubermittlung, einschlieBlich der Lédnge der Verarbeitungskette,
der Anzahl der beteiligten Akteure und der verwendeten Ubertragungskanale, beabsichtigte
Datenweiterleitungen, der Typ des Empfangers, den Zweck der Verarbeitung, die Kategorien
und das Format der Ubermittelten personenbezogenen Daten, den Wirtschaftszweig, in dem
die Ubertragung erfolgt, den Speicherort der (ibermittelten Daten,

ii) die angesichts der besonderen Umstiénde der Ubermittlung relevanten Rechtsvorschriften
und Gepflogenheiten des Bestimmungsdrittlandes (einschlieBlich solcher, die die Offenlegung
von Daten gegenlber Behorden vorschreiben oder den Zugang von Behorden zu diesen Daten
gestatten) sowie die geltenden Beschrankungen und Garantien,

iii) alle relevanten vertraglichen, technischen oder organisatorischen Garantien, die zur
Ergdnzung der Garantien gemaB diesen Klauseln eingerichtet wurden, einschlieBlich
MaBnahmen, die wahrend der Ubermittlung und bei der Verarbeitung personenbezogener
Daten im Bestimmungsland angewandt werden.

c) Der Datenimporteur versichert, dass er sich im Rahmen der Beurteilung nach Buchstabe b) nach
besten Kraften bemuht hat, dem Datenexporteur sachdienliche Informationen zur Verfugung zu
stellen, und erklart sich damit einverstanden, dass er mit dem Datenexporteur weiterhin
zusammenarbeiten wird, um die Einhaltung dieser Klauseln zu gewahrleisten.

d) Die Parteien erklaren sich damit einverstanden, die Beurteilung nach Buchstabe b) zu
dokumentieren und sie der zustandigen Aufsichtsbehorde auf Anfrage zur Verfugung zu stellen.

e) Der Datenimporteur erklart sich damit einverstanden, wahrend der Laufzeit des Vertrags den
Datenexporteur unverzuglich zu benachrichtigen, wenn er nach Zustimmung zu diesen Klauseln
Grund zu der Annahme hat, dass fur ihn Rechtsvorschriften oder Gepflogenheiten gelten, die nicht
mit den Anforderungen in Buchstabe a )im Einklang stehen; hierunter fallt auch eine Anderung der
Rechtsvorschriften des Drittlandes oder eine MaBnahme (z. B. ein Offenlegungsersuchen), die sich
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auf eine nicht mit den Anforderungen in Buchstabe a) im Einklang stehende Anwendung dieser
Rechtsvorschriften in der Praxis bezieht.

f) Nach einer Benachrichtigung gemaB Buchstabe e) oder wenn der Datenexporteur anderweitig
Grund zu der Annahme hat, dass der Datenimporteur seinen Pflichten gemaB diesen Klauseln nicht
mehr nachkommen kann, ermittelt der Datenexporteur unverzuglich geeignete MaBnahmen (z. B.
technische oder organisatorische MaBnahmen zur Gewahrleistung der Sicherheit und
Vertraulichkeit), die der Datenexporteur und/oder der Datenimporteur ergreifen muissen, um
Abhilfe zu schaffen. Der Datenexporteur setzt die Datenubermittlung aus, wenn er der Auffassung
ist, dass keine geeigneten Garantien fiir eine derartige Ubermittlung gewahrleistet werden kénnen,
oder wenn ervon der dafur zustandigen Aufsichtsbehorde dazu angewiesen wird. In diesem Fall ist
der Datenexporteur berechtigt, den Vertrag zu kundigen, soweit es um die Verarbeitung
personenbezogener Daten gemaB diesen Klauseln geht. Sind mehr als zwei Parteien an dem
Vertrag beteiligt, so kann der Datenexporteur von diesem Kundigungsrecht nur gegentiber der
verantwortlichen Partei Gebrauch machen, sofern die Parteien nichts anderes vereinbart haben.
Wird der Vertrag gemaB dieser Klausel geklundigt, finden Klausel 16 Buchstaben d) und e)
Anwendung.

Klausel 15

Pflichten des Datenimporteurs im Falle des Zugangs von Behorden zu den Daten

15.1 Benachrichtigung

a) Der Datenimporteur erklart sich damit einverstanden, den Datenexporteur und, soweit moglich,
die betroffene Person (gegebenenfalls mit Unterstutzung des Datenexporteurs) in folgenden Fallen
unverzuglich zu benachrichtigen,

i) wenn er von einer Behdrde, einschlieBlich Justizbehdrden, ein nach den Rechtsvorschriften
des Bestimmungslandes rechtlich bindendes Ersuchen um Offenlegung personenbezogener
Daten erhalt, die gemaB diesen Klauseln Ubermittelt werden (diese Benachrichtigung muss
Informationen Uber die angeforderten personenbezogenen Daten, die ersuchende Behorde,
die Rechtsgrundlage des Ersuchens und die mitgeteilte Antwort enthalten), oder

ii) wenn er Kenntnis davon erlangt, dass eine Behdrde nach den Rechtsvorschriften des
Bestimmungslandes direkten Zugang zu personenbezogenen Daten hat, die gemaB diesen
Klauseln Ubermittelt wurden; diese Benachrichtigung muss alle dem Datenimporteur
verflgbaren Informationen enthalten.

b) Ist es dem Datenimporteur gemaB den Rechtsvorschriften des Bestimmungslandes untersagt,
den Datenexporteur und/oder die betroffene Person zu benachrichtigen, so erklart sich der
Datenimporteur einverstanden, sich nach besten Kraften um eine Aufhebung des Verbots zu
bemuhen, damit moéglichst viele Informationen so schnell wie moglich mitgeteilt werden kénnen.
Der Datenimporteur verpflichtet sich, seine Anstrengungen zu dokumentieren, um diese auf
Verlangen des Datenexporteurs nachweisen zu kénnen.

c) Soweit dies nach den Rechtsvorschriften des Bestimmungslandes zulassig ist, erklart sich der
Datenimporteur bereit, dem Datenexporteur wahrend der Vertragslaufzeit in regelmaBigen
Abstanden madglichst viele sachdienliche Informationen Uber die eingegangenen Ersuchen zur
Verfligung zu stellen (insbesondere Anzahlder Ersuchen, Art der angeforderten Daten, ersuchende
Behorde(n), ob Ersuchen angefochten wurden und das Ergebnis solcher Anfechtungen usw.).
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d) Der Datenimporteur erklart sich damit einverstanden, die Informationen gemaB den Buchstaben
a) bis ¢) wahrend der Vertragslaufzeit aufzubewahren und der zustandigen Aufsichtsbehdérde auf
Anfrage zur Verfigung zu stellen.

e) Die Buchstaben a) bis c) gelten unbeschadet der Pflicht des Datenimporteurs gemaB Klausel 14
Buchstabe e) und Klausel 16, den Datenexporteur unverziuglich zu informieren, wenn er diese
Klauseln nicht einhalten kann.

15.2 Uberpriifung der RechtméBigkeit und Datenminimierung

a) Der Datenimporteur erklart sich damit einverstanden, die RechtmaBigkeit des
Offenlegungsersuchens zu Uberprufen, insbesondere ob das Ersuchen im Rahmen der Befugnisse
liegt, die der ersuchenden Behorde Ubertragen wurden, und das Ersuchen anzufechten, wenn er
nach sorgfaltiger Beurteilung zu dem Schluss kommt, dass hinreichende Grlinde zu der Annahme
bestehen, dass das Ersuchen nach den Rechtsvorschriften des Bestimmungslandes, geman
geltenden volkerrechtlichen Verpflichtungen und nach den Grundsatzen der Volkercourtoisie
rechtswidrig ist. Unter den genannten Bedingungen sind vom Datenimporteur maogliche
Rechtsmittel einzulegen. Bei der Anfechtung eines Ersuchens erwirkt der Datenimporteur
einstweilige MaBnahmen, um die Wirkung des Ersuchens auszusetzen, bis die zustandige
Justizbehorde uber dessen Begrindetheit entschieden hat. Er legt die angeforderten
personenbezogenen Daten erst offen, wenn dies nach den geltenden Verfahrensregeln erforderlich
ist. Diese Anforderungen gelten unbeschadet der Pflichten des Datenimporteurs gemaB Klausel 14
Buchstabe e).

b) Der Datenimporteur erklart sich damit einverstanden, seine rechtliche Beurteilung und eine
etwaige Anfechtung des Offenlegungsersuchens zu dokumentieren und diese Unterlagen dem
Datenexporteur zur Verfugung zu stellen, soweit dies nach den Rechtsvorschriften des
Bestimmungslandes zuldssig ist. Auf Anfrage stellt er diese Unterlagen auch der zustandigen
Aufsichtsbehorde zur Verfugung.

c) Der Datenimporteur erklart sich damit einverstanden, bei der Beantwortung eines
Offenlegungsersuchens auf der Grundlage einer vernunftigen Auslegung des Ersuchens die
zuldssige Mindestmenge an Informationen bereitzustellen.

ABSCHNITT IV
SCHLUSSBESTIMMUNGEN

Klausel 16

VerstoBe gegen die Klauseln und Beendigung des Vertrags

a) Der Datenimporteur unterrichtet den Datenexporteur unverzuglich, wenn er aus welchen
Grinden auch immer nicht in der Lage ist, diese Klauseln einzuhalten.

b) VerstoBt der Datenimporteur gegen diese Klauseln oder kann er diese Klauseln nicht einhalten,
setzt der Datenexporteur die Ubermittlung personenbezogener Daten an den Datenimporteur aus,
bis der VerstoB3 beseitigt oder der Vertrag beendet ist. Dies gilt unbeschadet von Klausel 14
Buchstabe f).

Seite 12 von 36



c) Der Datenexporteur ist berechtigt, den Vertrag zu kindigen, soweit er die Verarbeitung
personenbezogener Daten gemaB diesen Klauseln betrifft, wenn
i) der Datenexporteur die Ubermittlung personenbezogener Daten an den Datenimporteur
gemaB Buchstabe b) ausgesetzt hat und die Einhaltung dieser Klauseln nicht innerhalb einer
angemessenen Frist, in jedem Fall aber innerhalb einer einmonatigen Aussetzung,
wiederhergestellt wurde,
ii) der Datenimporteur in erheblichem Umfang oder fortdauernd gegen diese Klauseln verstoBt
oder
iii) der Datenimporteur einer verbindlichen Entscheidung eines zustandigen Gerichts oder einer
zustandigen Aufsichtsbehorde, die seine Pflichten gemaB diesen Klauseln zum Gegenstand
hat, nicht nachkommt.
In diesen Fallen unterrichtet der Datenexporteur die zustandige Aufsichtsbehorde [in Bezug auf
Modul drei: und den Verantwortlichen] iber derartige VerstoBe. Sind mehr als zwei Parteienan dem
Vertrag beteiligt, so kann der Datenexporteur von diesem Kindigungsrecht nur gegenuber der
verantwortlichen Partei Gebrauch machen, sofern die Parteien nichts anderes vereinbart haben.
Personenbezogene Daten, die vor Beendigung des Vertrags gemaB Buchstabe c) ubermittelt
wurden, mussen nach Wahl des Datenexporteurs unverzuglich an diesen zuriuckgegeben oder
vollstandig geloscht werden. Dies gilt gleichermaBen fur alle Kopien der Daten offentliche
Behorden nachzukommen. Der Datenimporteur bescheinigt dem Datenexporteur die Loschung.
Bis zur Loschung oder Ruckgabe der Daten stellt der Datenimporteur weiterhin die Einhaltung
dieser Klauseln sicher. Falls fur den Datenimporteur lokale Rechtsvorschriften gelten, die ihm die
Rackgabe oder Loschung der Ubermittelten personenbezogenen Daten untersagen, sichert der
Datenimporteur zu, dass er die Einhaltung dieser Klauseln auch weiterhin gewahrleistet und diese
Daten nur in dem Umfang und so lange verarbeitet, wie dies gemaB den betreffenden lokalen
Rechtsvorschriften erforderlich ist.
e) Jede Partei kann ihre Zustimmung widerrufen, durch diese Klauselnh gebunden zu sein, wenn i)
die Europadische Kommission einen Beschluss nach Artikel 45 Absatz 3 der Verordnung (EU)
2016/679 erlasst, der sich auf die Ubermittlung personenbezogener Daten bezieht, fiir die diese
Klauseln gelten, oder ii) die Verordnung (EU) 2016/679 Teil des Rechtsrahmens des Landes wird,
an das die personenbezogenen Daten uUbermittelt werden. Dies gilt unbeschadet anderer
Verpflichtungen, die flr die betreffende Verarbeitung gemaB der Verordnung (EU) 2016/679 gelten.

Klausel 17

Anwendbares Recht

Diese Klauseln unterliegen dem Recht des EU-Mitgliedstaats, in dem der Datenexporteur
niedergelassen ist. Wenn dieses Recht keine Rechte als Drittbeglinstigte zulasst, unterliegen diese
Klauseln dem Recht eines anderen EU-Mitgliedstaats, das Rechte als Drittbeglinstigte zulasst. Die
Parteien vereinbaren, dass dies das Recht der Bundesrepublik Deutschland ist.

Klausel 18

Gerichtsstand und Zustandigkeit
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a) Streitigkeiten, die sich aus diesen Klauseln ergeben, werden von den Gerichten eines EU-
Mitgliedstaats beigelegt.

b) Die Parteien vereinbaren, dass dies die Gerichte des EU-Mitgliedstaat sind, in dem der
Datenexporteur niedergelassen ist.

c) Eine betroffene Person kann Klage gegen den Datenexporteur und/oder den Datenimporteur
auch vor den Gerichten des Mitgliedstaats erheben, in dem sie ihren gewdhnlichen Aufenthaltsort
hat.

d) Die Parteien erklaren sich damit einverstanden, sich der Zustandigkeit dieser Gerichte zu
unterwerfen.
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ANLAGEN
ANHANG |
A. LISTE DER PARTEIEN

Datenexporteur(e):

Die Identitat und die Kontaktdaten des fur die Verarbeitung Verantwortlichen sind im Hauptvertrag
angegeben, wobei der fur die Verarbeitung Verantwortliche z. B. als "Dedalus Unternehmen",
"Auftraggeber" und/oder "Kunde" bezeichnet werden kann.

Weitere Verantwortliche:

ANMERKUNG: AUSZUFULLEN MIT DEN NAMEN DER ANDEREN KONZERNUNTERNEHMEN, WENN
DAS UNTERNEHMEN, DAS DEN VERTRAG UNTERZEICHNET, DIE DIENSTLEISTUNG AUCH IM
NAMEN ANDERER KONZERNUNTERNEHMEN EINKAUFT. BEISPIEL: DEDALUS S.P.A. KAUFT EINE
PERSONALWIRTSCHAFTLICHE DIENSTLEISTUNG, DIE VON ALLEN UNTERNEHMEN DER GRUPPE
IN ANSPRUCH GENOMMEN WERDEN SOLL].

Die in diesem Kasten aufgefihrten Unternehmen haben den oben genannten Verantwortlichen als
ihren Auftragsverarbeiter gemaB Art. 28 DS-GVO oder ihren gemeinsamen Verantwortlichen gemaB
Art. 26 DSGVO beauftragt und ihn ermachtigt, nach MaBgabe dieser Vereinbarung
Auftragsverarbeiter zu benennen. Das Beitrittsdatum der in diesem Kastchen aufgeflihrten
Unternehmen ist dasselbe, wie das des oben angegebenen fur die Verarbeitung Verantwortlichen,
und es wird von diesem fur die Verarbeitung Verantwortlichen mit der Unterzeichnung der
Vereinbarung Ubertragen.

Kontaktdaten der Datenschutzbeauftragten:

fur Dedalus S.p.A dpo.group@dedalus.eu

fur Dedalus Unternehmen mit Sitz in UK dpo-uk@dedalus.group.

fur Dedalus Unternehmen mit Sitz in Frankreich dpo.france@dedalus.eu

fiir Dedalus Unternehmen mit Sitz-in Deutschland/Osterreich dpo.dach@dedalus.com
fur Dedalus Unternehmen mit Sitz in Italien dpo@dedalus.eu

fur andere Unternehmen der Unternehmensgruppe-dpo.group@dedalus.eu
Unterschrift und Beitrittsdatum: Bitte beziehen Sie sich auf den Hauptvertrag, dessen integraler
Bestandteil diese Standardvertragsklauseln sind.

Datenimporteur(e):
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Die ldentitat und die Kontaktdaten des Auftragsverarbeiters sind im Hauptvertrag angegeben, wo
der Auftragsverarbeiter z. B. als "Anbieter" und/oder "Lieferant" bezeichnet werden kann.

Name, Position und Kontaktdaten der Kontaktperson: (HINWEIS: BITTE ERGANZEN SIE DIE
ANGABEN ZUM DATENSCHUTZBEAUFTRAGTEN DES ANBIETERS)

Unterschrift und Beitrittsdatum: Bitte beziehen Sie sich auf den kommerziellen Vertrag, dessen
integraler Bestandteil diese Standardvertragsklauseln sind.

B. BESCHREIBUNG DER DATENUBERMITTLUNG
Kategorien betroffener Personen, deren personenbezogene Daten Ubermittelt werden

[HINWEIS: DURCH ANGABEN ZU DEN VERARBEITUNGSTATIGKEITEN ZU ERGANZEN]
U Arbeitnehmer

L1 Bewerber

U Kunden

O Potentielle Kunden

[-Anbieter und/oder Partner

O Internet Nutzer

[JKongressredner

[l Patienten

U Fachkrafte im Gesundheitswesen

[0 Sonstige [beschreiben]

Kategorien der libermittelten personenbezogenen Daten
[-ldentifizierungsdaten (Name Nachname usw.)

1 Kontaktangaben

O Bildung

O Berufliche Informationen

U Wirtschaftliche/finanzielle Informationen

[-Sonstiges [beschreiben]
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Ubermittelte sensible Daten (falls zutreffend) und angewandte Beschridnkungen oder Garantien,
die der Art der Daten und den verbundenen Risiken in vollem Umfang Rechnung tragen z. B. strenge
Zweckbindung, Zugangsbeschrénkungen (einschlieBlich des Zugangs nur fiir Mitarbeiter, die eine
spezielle Schulung absolviert haben), Aufzeichnungen Uber den Zugang zu den Daten,
Beschrédnkungen fiir Weiterlbermittlungen oder zusétzliche SicherheitsmaBnahmen.
[0—Gesundheitsdaten (personenbezogene Daten Uuber den koérperlichen oder geistigen
Gesundheitszustand einer natlrlichen Person, einschlieBlich der Erbringung von
Gesundheitsdiensten, die Aufschluss Uber ihren Gesundheitszustand geben)

O Genetische Daten

O Biometrische Daten

[ Daten uber das Sexualleben oder die sexuelle Ausrichtung einer Person

[ Daten zur Gewerkschaftsmitgliedschaft

L1 Daten aus denen die rassische oder ethnische Herkunft hervorgeht

[0 Daten aus denen politische Meinungen, religiose oder philosophische Uberzeugungen
hervorgehen

O Vorstrafen

[ Sonstiges [beschreiben]

Sensible Daten werden nur von befugtem Personal verarbeitet, wenn dies fur die Zwecke des
kommerziellen Vertrags unbedingt erforderlich ist. In einigen Fallen wird eine spezielle Schulung
durchgefiihrt. Tétigkeiten mit sensiblen Daten werden protokolliert. Ubertragungen an
Unterauftragsverarbeiter werden nur durchgeflihrt, wenn dies unbedingt erforderlich ist.

Héaufigkeit der Ubermittlung (z.B. ob die Daten einmalig oder kontinuierlich (ibermittelt werden)

Bitte beziehen Sie sich auf den Hauptvertrag.
Artder Verarbeitung

U Erhebung

[ Erfassen/Speicherung

[ Organisation/ Ordnen

0 Anpassung/Veranderung

O Verwendung
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O Visualisierung/Abfragen/Zugang

O Verknupfung
0 Offenlegung (durch Ubermittlung Verbreitung oder sonstige Bereitstellung)

LI LAschen

[ Sonstiges [beschreiben]

Zweck(e) der Datenibermittlung und Weiterverarbeitung
Bitte beziehen Sie sich auf den Hauptvertrag.

Dauer, fur die die personenbezogenen Daten gespeichert werden, oder, falls dies nicht méglich
ist, die Kriterien fiir die Festlegung dieser Dauer

Die Dauer der Bearbeitung ist die gleiche wie Hauptvertrag.

Bei der Verarbeitung durch (Unter-)Auftragsverarbeiter sind auch Gegenstand Art und Dauer der
Verarbeitung anzugeben.
[HINWEIS: VOM ANBIETER AUSZUFULLEN]

C.ZUSTANDIGE AUFSICHTSBEHORDE

Die zustandige Aufsichtsbehorde ist diejenige des EU-Mitgliedstaats und/oder der Region, in der
der Datenexporteur niedergelassen ist.
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ANHANG II: TECHNISCHE UND ORGANISATORISCHE MASSNAHMEN
EINSCHLIESSLICH ZUR GEWAHRLEISTUNG DER SICHERHEIT DER DATEN

Die SicherheitsmaBnahmen sind in dem als Anhang beigefligten "IS&DP Questionnaire"
beschrieben.

Daruber hinaus vereinbaren die Parteien, dass der Auftragsverarbeiter, wenn er beabsichtigt,
personenbezogene Daten in Nicht-EWR-Lander zu Ubermitteln, die nicht unter Angemessen-
heitsbeschliusse fallen, die vorherige schriftliche Genehmigung des fir die Verarbeitung
Verantwortlichen einholt und daftr sorgt, dass die mit dem fur die Verarbeitung Verantwortlichen
vereinbarten zusatzlichen SicherheitsmaBnahmen auch von dem/den Unterauftragsverarbeiter(n)
umgesetzt werden.

Der Auftragsverarbeiter stellt sicher, dass jede Ubermittlung und/oder Weiteriibermittlung
personenbezogener Daten, die im Auftrag des fur die Verarbeitung Verantwortlichen verarbeitet
werden, in ein Drittland in Ubereinstimmung mit den Artikeln 44 ff. der DSGVO und den
Grundsatzen des Urteils des Gerichtshofs in der Rechtssache C-311/18 ("Schrems II")
durchgefihrt wird. AuBerdem fuhrt er ein Transfer Impact Assessment (Transfer-
Folgenabschatzung) fir die Ubermittlung gemaB den Empfehlungen 1/20 und 2/20 des
Europaischen Datenschutzausschusses durch (oder unterstutzt den fur die Verarbeitung
Verantwortlichen bei der Durchfuhrung) und er ergreift geeignete erganzende MaBnahmen (oder
unterstutzt den fur die Verarbeitung Verantwortlichen bei der Durchfuhrung), wie in denselben
Empfehlungen gefordert.
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ANHANG IlI: LISTE DER UNTERAUFTRAGSVERARBEITER
[HINWEIS: VOM ANBIETER AUSZUFULLEN]

Der Verantwortliche hat die Inanspruchnahme folgender Unterauftragsverarbeiter genehmigt:

Name: ...
Anschrift: ...

Name Funktion und Kontaktdaten der Kontaktperson: ...

Beschreibung der Verarbeitung (einschlieBlich einer klaren Abgrenzung der Verantwortlichkeiten,
falls mehrere Unterauftragsverarbeiter genehmigt werden.
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Anhang Zusatzvereinbarung zur Auftragsverarbeitungsvereinbarung nach Artikel
28 EU-Datenschutz-Grundverordnung zur Verarbeitung von personenbezogenen
Daten im Auftrag (Deutschland)

zwischen

Auftraggeber

nachfolgend "Auftraggeber" genannt
und

Unterauftragnehmer

nachfolgend ,Unterauftragnehmer® genannt

- beide Vertragspartner nachfolgend "Parteien" genannt -

In Erganzung des zwischen den Parteien geschlossenen Vertrages zur Auftragsverarbeitung gemaf Artikel
28 EU-Datenschutz-Grundverordnung unterwirft sich der Unterauftragnehmer

[0 gemal § 30 Absatz 5 Satz 3 Kirchengesetz Uber den Datenschutz der Evangelischen Kirche in
Deutschland (EKD-Datenschutzgesetz; veréffentlicht in ABl. EKD 2017, S. 353) der kirchlichen
Datenschutzaufsicht. Die Unterwerfung erstreckt sich auf die Aufgaben und Befugnisse der
kirchlichen Datenschutzaufsicht nach §§ 43, 44 EKD-Datenschutzgesetz.

[1 dem Gesetz Uber den Kirchlichen Datenschutz (KDG) in der jeweils glltigen Fassung, zuletzt in der
Fassung des einstimmigen Beschlusses der Vollversammlung des Verbandes der Didzesen
Deutschlands vom 20. November 2017 sowie die Kirchliche Datenschutzgerichtsordnung (KDSGO)
in der jeweils gultigen Fassung, zuletzt in der Fassung Beschluss der Vollversammlung der
Deutschen Bischofskonferenz vom 20.02.2018 und der Durchfiihrungsverordnung zum Gesetz
Uber den Kirchlichen Datenschutz (KDG-DVO) in der jeweiligen Fassung.
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Anhang Zusatzvereinbarung zur beruflichen Verschwiegenheitsverpflichtung
gemaR § 203 StGB

zwischen

Auftraggeber,

nachfolgend "Auftraggeber" genannt
und

Unterauftragnehmer

nachfolgend ,Unterauftragnehmer® genannt

- beide Vertragspartner nachfolgend "Parteien" genannt -

1. Der Unterauftragnehmer wirkt als Dienstleister an der beruflichen Tatigkeit des Verantwortlichen, der
einer beruflichen Verschwiegenheitsverpflichtung unterliegt, mit und verarbeitet fiir den Verantwortlichen
ggf. Daten, die in den Anwendungsbereich von § 203 Strafgesetzbuch (StGB) fallen (im Folgenden
,Berufsgeheimnisdaten®).

2. Dem Unterauftragnehmer ist bekannt, dass Personen, die an der beruflichen Tatigkeit eines gemal §
203 StGB verpflichteten Verantwortlichen mitwirken, sich nach § 203 Abs. 4 S. 1 StGB strafbar machen,
wenn sie unbefugt ein fremdes Geheimnis offenbaren, das ihnen bei der Ausiibung oder bei Gelegenheit
ihrer Tatigkeit bekannt geworden ist. Zudem macht sich eine mitwirkende Person nach § 203 Abs. 4 S. 2
StGB strafbar, sollte sie sich einer weiteren mitwirkenden Person bedienen, die ihrerseits unbefugt ein
fremdes, ihr bei der Austbung oder bei Gelegenheit ihrer Tatigkeit bekannt gewordenes Geheimnis
offenbart und nicht daflir Sorge getragen hat, dass diese zur Geheimhaltung verpflichtet wurde.

3. Der Unterauftragnehmer verpflichtet sich, in Kenntnis der strafrechtlichen Folgen einer Verletzung der
Verschwiegenheitspflicht gemaf § 203 StGB Uber Berufsgeheimnisdaten Stillschweigen zu bewahren und
sich nur insoweit Kenntnis von diesen Daten zu verschaffen, wie dies zur ordentlichen Vertragserfillung
unbedingt erforderlich ist.

4. Der Unterauftragnehmer verpflichtet sich, in Kenntnis der strafrechtlichen Folgen einer Verletzung der
Verschwiegenheitspflicht gemal § 203 StGB, diejenigen seiner bei ihm beschéaftigten Personen und zur
Vertragserfillung herangezogene Dritte, die bestimmungsgemafl mit Berufsgeheimnisdaten des
Verantwortlichen in Berilhrung kommen oder bei denen dies nicht auszuschlielen ist, zur Vertraulichkeit
hinsichtlich der Berufsgeheimnisdaten zu verpflichten und Uber die mdgliche Strafbarkeit nach § 203 Abs.
4 StGB zu belehren. Diese Verpflichtung gilt fir sdmtliche weiteren Unterbeauftragungen.
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5. Der Unterauftragnehmer wird darauf hingewiesen, dass Daten, die er im Auftrag eines
Berufsgeheimnistragers verarbeitet unter Umstadnden dem Zeugnisverweigerungsrecht von sogenannten
mitwirkenden Personen unterliegen (§ 53a Strafprozessordnung (StPO)). Entsprechend § 53a StPO
entscheidet der Berufsgeheimnistrager Uber die Ausiibung des Schweigerechts. Im Falle einer Befragung
wird der Unterauftragnehmer unter Hinweis auf § 53a StPO dieser widersprechen und unverziglich den
Berufsgeheimnistrager informieren, der daraufhin bzgl. der Wahrnehmung des Schweigerechts entscheidet.

6. Der Unterauftragnehmer wird darauf hingewiesen, dass die in seinem Gewahrsam befindlichen
Berufsgeheimnisdaten dem Beschlagnahmeverbot gemal § 97 Abs. 2 StPO unterliegen. Die Daten diirfen
nicht ohne das Einverstandnis des Berufsgeheimnistragers herausgegeben werden. Im Falle einer
Beschlagnahme wird der Unterauftragnehmer dieser widersprechen und unverziglich den
Berufsgeheimnistrager informieren.

Der Unterauftragnehmer bestatigt mit seiner Unterschrift zugleich den Empfang einer Kopie dieser
Niederschrift.
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Anhang Verschwiegenheitsverpflichtung gemaR § 203 StGB der Geschaftspartner

Sehr geehrte Damen und Herren,

mit diesem Schreiben weisen wir Sie nochmals und ausdricklich darauf hin, dass im Rahmen des
gegenstandlichen Auftrags-/ Vertragsverhaltnisses Daten verarbeitet werden (kénnen), welche einer
besonderen berufsspezifischen Verschwiegenheitspflicht unterliegen. Insbesondere erlauben wir uns auf
die geltenden Regelungen der Strafvorschrift des § 203 Strafgesetzbuch (Verletzung von
Privatgeheimnissen), in der Fassung wie diese im November 2017 in Kraft getreten ist, zu verweisen. Der
Gesetzestext des § 203 StGB ist als Anlage beigefligt.

Auf Grundlage der Neufassung des § 203 StGB verpflichten wir unsere Geschéaftspartner, die uns bei der
Erfullung unserer Aufgaben im Anwendungsbereich des § 203 StGB unterstitzen, im Sinne dieser Vorschrift
zur Geheimhaltung. Wir dirfen Sie bitten, uns die folgende Verschwiegenheitsverpflichtung zu bestatigen,
und uns zurlickzusenden.

VERSCHWIEGENHEITSVERPFLICHTUNG

Ich erklare, die Anforderungen des neuen § 203 StGB und die strafrechtlichen Folgen einer Verletzung des
§ 203 StGB zu kennen.

1. Ich verpflichte mich hiermit zur gewissenhaften Einhaltung und Erfillung der gesetzlichen
Anforderungen. Insbesondere ist mir bekannt, dass meine Verschwiegenheit auch nach
Beendigung des Vertragsverhaltnisses uneingeschrankt und zeitlich unbefristet fortbesteht.

2. Ich verpflichte mich dariber hinaus, alle meine Mitarbeiter (Bestandsmitarbeiter und zukiinftige
neue Mitarbeiter), die im Rahmen des gegenstandlichen Auftrags-/ Vertragsverhaltnisses mit den
der besonderen Verschwiegenheitspflicht unterliegenden Daten wie Geheimnissen in BerUhrung
kommen, ebenso wirksam im Hinblick auf den § 203 StGB zu verpflichten.

3. Ich sichere zu, soweit in Erfullung des Auftrags durch mich/ unser Unternehmen Dritte
(Subunternehmer) oder Geschéftspartner (im Rahmen eines mehrstufigen Vertragsverhaltnisses)
zum Einsatz kommen, fiir eine gleiche Verpflichtung Sorge zu tragen. Uber die strafrechtlichen
Konsequenzen einer fehlerhaften oder mangelnden Verpflichtung bin ich informiert.

In allen Zweifelsfragen werde ich entsprechenden Rechtsrat einholen.
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§ 203 Strafgesetzbuch (StGB) Verletzung von Privatgeheimnissen

(1) Wer unbefugt ein fremdes Geheimnis, namentlich ein zum
persénlichen Lebensbereich gehérendes Geheimnis oder ein
Betriebs- oder Geschéfts-geheimnis, offenbart, das ihm als

1. Arzt, Zahnarzt, Tierarzt, Apotheker oder Angehérigen
eines anderen Heilberufs, der fiir die Berufsaustiibung
oder die Fiihrung der Berufsbezeichnung eine
staatlich geregelte Ausbildung erfordert,

2. Berufspsychologen mit staatlich
wissenschaftlicher Abschlusspriifung,

3. Rechtsanwalt, Kammerrechtsbeistand, Patentanwalt,
Notar, Verteidiger in einem gesetzlich geordneten
Verfahren, Wirtschaftspriifer, vereidigtem Buchpriifer,
Steuerberater, Steuerbevollméchtigten oder Organ
oder Mitglied eines Organs einer Rechtsanwalts-,
Patentanwalts-, Wirtschaftspriifungs-, Buchpriifungs-
oder Steuerberatungsgesellschaft,

4.  Ehe-, Familien-, Erziehungs- oder Jugendberater
sowie Berater fiir Suchtfragen in einer
Beratungsstelle, die von einer Behérde oder
Korperschaft, Anstalt oder Stiftung des 6ffentlichen
Rechts anerkannt ist,

5. Mitglied oder Beauftragten einer anerkannten
Beratungsstelle nach den §§ 3 und 8 des
Schwangerschaftskonfliktgesetzes,

6. staatlich anerkanntem Sozialarbeiter oder staatlich
anerkanntem Sozialpddagogen oder

7. Angehdrigen eines Unternehmens der privaten
Kranken-, Unfall- oder Lebensversicherung oder
einer privatérztlichen, steuerberaterlichen oder
anwaltlichen Verrechnungsstelle

anvertraut worden oder sonst bekanntgeworden ist, wird mit

Freiheitsstrafe bis zu einem Jahr oder mit Geldstrafe bestraft

anerkannter

(2) 'Ebenso wird bestraft, wer unbefugt ein fremdes Geheimnis,
namentlich ein zum persénlichen Lebensbereich gehérendes
Geheimnis oder ein Betriebs- oder Geschéftsgeheimnis,
offenbart, das ihm als

1. Amitstrager,

2. fiir den 6ffentlichen Dienst besonders Verpflichteten,

3. Person, die Aufgaben oder Befugnisse nach dem
Personalvertretungsrecht wahrnimmt,

4.  Mitglied eines fiir ein Gesetzgebungsorgan des
Bundes oder eines Landes tétigen
Untersuchungsausschusses, sonstigen Ausschusses
oder Rates, das nicht selbst Mitglied des
Gesetzgebungsorgans ist, oder als Hilfskraft eines
solchen Ausschusses oder Rates,

5.  offentlich bestelltem Sachverstédndigen, der auf die
gewissenhafte Effiillung seiner Obliegenheiten auf
Grund eines Gesetzes férmlich verpflichtet worden
ist, oder

6. Person, die auf die gewissenhafte Erfiillung ihrer
Geheimhaltungspflicht bei der Durchfiihrung
wissenschaftlicher Forschungsvorhaben auf Grund
eines Gesetzes férmlich verpflichtet worden ist,

anvertraut worden oder sonst bekanntgeworden ist. 2Einem

Geheimnis im Sinne des Satzes 1 stehen Einzelangaben (iber

(3) 'Kein Offenbaren im Sinne dieser Vorschrift liegt vor, wenn
die in den Absétzen 1 und 2 genannten Personen Geheimnisse
den bei ihnen berufsméRBig tétigen Gehilfen oder den bei ihnen
zur Vorbereitung auf den Beruf tétigen Personen zugénglich
machen. 2Die in den Absétzen 1 und 2 Genannten diirfen fremde
Geheimnisse gegeniiber sonstigen Personen offenbaren, die an
ihrer beruflichen oder dienstlichen Tatigkeit mitwirken, soweit
dies fiir die Inanspruchnahme der Tétigkeit der sonstigen
mitwirkenden Personen erforderlich ist; das Gleiche gilt fiir
sonstige mitwirkende Personen, wenn diese sich weiterer
Personen bedienen, die an der beruflichen oder dienstlichen
Tétigkeit der in den Absétzen 1 und 2 Genannten mitwirken.

(4) "Mit Freiheitsstrafe bis zu einem Jahr oder mit Geldstrafe
wird bestraft, wer unbefugt ein fremdes Geheimnis offenbart,
das ihm bei der Ausiibung oder bei Gelegenheit seiner Tétigkeit
als mitwirkende Person oder als bei den in den Absétzen 1 und
2 genannten Personen tétiger Beauftragter fiir den Datenschutz
bekannt geworden ist. 2Ebenso wird bestraft, wer

1. als in den Absétzen 1 und 2 genannte Person nicht
dafiir Sorge getragen hat, dass eine sonstige
mitwirkende Person, die unbefugt ein fremdes, ihr bei
der Ausiibung oder bei Gelegenheit ihrer Tétigkeit
bekannt gewordenes Geheimnis offenbart, zur
Geheimhaltung verpflichtet wurde; dies gilt nicht fiir
sonstige mitwirkende Personen, die selbst eine in den
Absétzen 1 oder 2 genannte Person sind,

2. als im Absatz 3 genannte mitwirkende Person sich
einer weiteren mitwirkenden Person, die unbefugt ein
fremdes, ihr bei der Ausiibung oder bei Gelegenheit
ihrer Tétigkeit bekannt gewordenes Geheimnis
offenbart, bedient und nicht dafiir Sorge getragen hat,
dass diese zur Geheimhaltung verpflichtet wurde;
dies gilt nicht fiir sonstige mitwirkende Personen, die
selbst eine in den Absétzen 1 oder 2 genannte Person
sind, oder

3. nach dem Tod der nach Satz 1 oder nach den
Absétzen 1 oder 2 verpflichteten Person ein fremdes
Geheimnis unbefugt offenbart, das er von dem
Verstorbenen erfahren oder aus dessen Nachlass
erlangt hat.

(5) Die Absétze 1 bis 4 sind auch anzuwenden, wenn der Tater
das fremde Geheimnis nach dem Tod des Betroffenen unbefugt
offenbart.

(6) Handelt der Téter gegen Entgelt oder in der Absicht, sich
oder einen anderen zu bereichern oder einen anderen zu
schédigen, so ist die Strafe Freiheitsstrafe bis zu zwei Jahren
oder Geldstrafe.
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persénliche oder sachliche Verhéltnisse eines anderen gleich,
die fiir Aufgaben der offentlichen Verwaltung erfasst worden
sind; Satz 1 ist jedoch nicht anzuwenden, soweit solche
Einzelangaben anderen Behdrden oder sonstigen Stellen fiir
Aufgaben der éffentlichen Verwaltung bekanntgegeben werden
und das Gesetz dies nicht untersagt.
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Anhang Zusatzvereinbarung zur Auftragsverarbeitungsvereinbarung nach Artikel
28 EU-Datenschutz-Grundverordnung zur Verarbeitung von personenbezogenen
Daten im Auftrag (Osterreich)

zwischen

Auftraggeber

nachfolgend "Auftraggeber" genannt
und

Unterauftragnehmer

nachfolgend ,Unterauftragnehmer” genannt

- beide Vertragspartner nachfolgend "Parteien" genannt -

In Ergédnzung des zwischen den Parteien geschlossenen Vertrages zur Auftragsverarbeitung gemaf Artikel
28 EU-Datenschutz-Grundverordnung unterwirft sich der Unterauftragnehmer

'] dem Datenschutzgesetz (DatSchG) der Evangelischen Kirche A.u.H.B. in Osterreich in der
jeweils geltenden Fassung sowie den Aufsichtsrechten des Datenschutzsenats der Evangelischen
Kirche, soweit die Verarbeitung flir Kérperschaften der Evangelischen Kirche iSd Art. 13 KV erfolgt.

[1 den Bestimmungen der Kirchlichen Datenschutzverordnung (Decretum Generale Uber den
Datenschutz in der Katholischen Kirche in Osterreich und ihren Einrichtungen) der
Osterreichischen Bischofskonferenz in der jeweils geltenden Fassung; zustindig ist die
Kirchliche Datenschutzkommission (KDSK).
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Anhang Zusatzvereinbarung zur beruflichen Verschwiegenheitsverpflichtung

zwischen

Auftraggeber

nachfolgend "Auftraggeber" genannt
und

Unterauftragnehmer

nachfolgend ,Unterauftragnehmer” genannt

- beide Vertragspartner nachfolgend "Parteien" genannt -

1. Der Unterauftragnehmer wirkt als Dienstleister an der beruflichen Tatigkeit des Verantwortlichen, der
einer beruflichen Verschwiegenheitsverpflichtung unterliegt, mit und verarbeitet fir den Verantwortlichen
gof. Daten, die in den Anwendungsbereich von § 121 Strafgesetzbuch (O-StGB) fallen (im Folgenden
.Berufsgeheimnisdaten®).

2. Dem Unterauftragnehmer ist bekannt, dass Personen, die an der beruflichen Tatigkeit eines gemal §
121 O-StGB verpflichteten Verantwortlichen mitwirken, sich nach § 121 O-StGB strafbar machen, wenn sie
unbefugt ein fremdes Geheimnis offenbaren, das ihnen bei der Austibung oder bei Gelegenheit ihrer
Tatigkeit bekannt geworden ist. Zudem macht sich eine mitwirkende Person nach § 121 O-StGB strafbar,
sollte sie sich einer weiteren mitwirkenden Person bedienen, die ihrerseits unbefugt ein fremdes, ihr bei der
Ausuibung oder bei Gelegenheit ihrer Tatigkeit bekannt gewordenes Geheimnis offenbart und nicht dafir
Sorge getragen hat, dass diese zur Geheimhaltung verpflichtet wurde.

3. Der Unterauftragnehmer verpflichtet sich, in Kenntnis der strafrechtlichen Folgen einer Verletzung der
Verschwiegenheitspflicht gemar § 121 O-StGB liber Berufsgeheimnisdaten Stillschweigen zu bewahren
und sich nur insoweit Kenntnis von diesen Daten zu verschaffen, wie dies zur ordentlichen Vertragserfiillung
unbedingt erforderlich ist.

4. Der Unterauftragnehmer verpflichtet sich, in Kenntnis der strafrechtlichen Folgen einer Verletzung der
Verschwiegenheitspflicht gemaR § 121 O-StGB, diejenigen seiner bei ihm beschaftigten Personen und zur
Vertragserfullung herangezogene Dritte, die bestimmungsgemal mit Berufsgeheimnisdaten des
Verantwortlichen in Beriihrung kommen oder bei denen dies nicht auszuschliel3en ist, zur Vertraulichkeit
hinsichtlich der Berufsgeheimnisdaten zu verpflichten und (iber die mogliche Strafbarkeit nach § 121 O-
StGB zu belehren. Diese Verpflichtung gilt fiir samtliche weiteren Unterbeauftragungen.
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5. Der Unterauftragnehmer wird darauf hingewiesen, dass Daten, die er im Auftrag eines
Berufsgeheimnistragers verarbeitet unter Umstdnden gemall dem anwendbaren Prozessrecht dem
Zeugnisverweigerungsrecht  von  sogenannten mitwirkenden Personen unterliegen. Der
Berufsgeheimnistréager entscheidet Gber die Austubung des Schweigerechts. Im Falle einer Befragung wird
der Unterauftragnehmer dieser widersprechen und unverzuglich den Berufsgeheimnistrager informieren,
der daraufhin bzgl. der Wahrnehmung des Schweigerechts entscheidet.

6. Der Unterauftragnehmer wird darauf hingewiesen, dass die in seinem Gewahrsam befindlichen
Berufsgeheimnisdaten dem Beschlagnahmeverbot gemal® dem anwendbaren Prozessrecht unterliegen.
Die Daten dirfen nicht ohne das Einverstandnis des Berufsgeheimnistragers herausgegeben werden. Im
Falle einer Beschlagnahme wird der Unterauftragnehmer dieser widersprechen und unverziglich den
Berufsgeheimnistrager informieren.

Der Unterauftragnehmer bestatigt mit seiner Unterschrift zugleich den Empfang einer Kopie dieser
Niederschrift.
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Anhang Verschwiegenheitsverpflichtung der Geschaftspartner

Sehr geehrte Damen und Herren,

mit diesem Schreiben weisen wir Sie nochmals und ausdricklich darauf hin, dass im Rahmen des
gegenstandlichen Auftrags-/ Vertragsverhaltnisses Daten verarbeitet werden (kénnen), welche einer
besonderen berufsspezifischen Verschwiegenheitspflicht unterliegen. Insbesondere erlauben wir uns auf
die geltenden Regelungen der Strafvorschrift des § 121 O-StGB (Verletzung von Berufsgeheimnissen), in
der aktuellen Fassung zu verweisen. Der Gesetzestext des § 121 O-StGB ist als Anlage beigefiigt.

Auf Grundlage des § 121 O-StGB verpflichten wir unsere Geschéaftspartner, die uns bei der Erfiillung
unserer Aufgaben im Anwendungsbereich des § 121 O-StGB unterstiitzen, im Sinne dieser Vorschrift zur
Geheimhaltung. Wir dirfen Sie bitten, uns die folgende Verschwiegenheitsverpflichtung zu bestéatigen, und
uns zuriickzusenden.

VERSCHWIEGENHEITSVERPFLICHTUNG

Ich erklare, die Anforderungen des neuen § 121 O-StGB und die strafrechtlichen Folgen einer Verletzung
des § 121 O-StGB zu kennen.

4. Ich verpflichte mich hiermit zur gewissenhaften Einhaltung und Erfillung der gesetzlichen
Anforderungen. Insbesondere ist mir bekannt, dass meine Verschwiegenheit auch nach
Beendigung des Vertragsverhaltnisses uneingeschrankt und zeitlich unbefristet fortbesteht.

5. Ich verpflichte mich dartiber hinaus, alle meine Mitarbeiter (Bestandsmitarbeiter und zukinftige
neue Mitarbeiter), die im Rahmen des gegenstandlichen Auftrags-/ Vertragsverhaltnisses mit den
der besonderen Verschwiegenheitspflicht unterliegenden Daten wie Geheimnissen in Berihrung
kommen, ebenso wirksam im Hinblick auf den § 121 O-StGB" zu verpflichten.

6. Ich sichere zu, soweit in Erflillung des Auftrags durch mich/ unser Unternehmen Dritte
(Subunternehmer) oder Geschéftspartner (im Rahmen eines mehrstufigen Vertragsverhaltnisses)
zum Einsatz kommen, fiir eine gleiche Verpflichtung Sorge zu tragen. Uber die strafrechtlichen
Konsequenzen einer fehlerhaften oder mangelnden Verpflichtung bin ich informiert.

In allen Zweifelsfragen werde ich entsprechenden Rechtsrat einholen.
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§ 121 O-Strafgesetzbuch (O-StGB) Verletzung von Berufsgeheimnissen

(1) Wer ein Geheimnis offenbart oder
verwertet, das den Gesundheitszustand
einer Person betrifft und das ihm bei
berufsmaRiger Ausiibung eines gesetzlich
geregelten Gesundheitsberufes oder bei
berufsmaRiger Beschaftigung mit Aufgaben
der Verwaltung einer Krankenanstalt oder
eines anderen Gesundheitsdiensteanbieters
(§2 Z2des
Gesundheitstelematikgesetzes 2012, BGBI.
I Nr.111/2012) oder mit Aufgaben der
Kranken-, der Unfall-, der Lebens- oder der
Sozialversicherung  ausschlieRlich  kraft
seines Berufes anvertraut worden oder
zuganglich geworden ist und dessen
Offenbarung oder Verwertung geeignet ist,
ein berechtigtes Interesse der Person zu
verletzen, die seine Tatigkeit in Anspruch
genommen hat oder fur die sie in Anspruch
genommen worden ist, ist mit Freiheitsstrafe
bis zu sechs Monaten oder mit Geldstrafe bis
zu 360 Tages-satzen zu bestrafen.

(1a) Ebenso ist zu bestrafen, wer
widerrechtlich von einer Person die
Offenbarung (Einsichtnahme oder
Verwertung) von Geheimnissen ihres
Gesundheitszustandes in der Absicht
verlangt, den Erwerb oder das berufliche
Fortkommen dieser oder einer anderen
Person fur den Fall der Weigerung zu
schadigen oder zu gefahrden.

(2) Wer die Tat begeht, um sich oder einem
anderen einen Vermdgensvorteil
zuzuwenden oder einem anderen einen
Nachteil zuzufiigen, ist mit Freiheitsstrafe bis
zu einem Jahr oder mit Geldstrafe bis zu 720
Tagessatzen zu bestrafen.

(3) Ebenso ist ein von einem Gericht oder
einer anderen Behdrde fir ein bestimmtes
Verfahren bestellter Sachverstandiger zu
bestrafen, der ein Geheimnis offenbart oder
verwertet, das ihm ausschlieBlich kraft
seiner Sachverstandigentatigkeit anvertraut
worden oder zuganglich geworden ist und
dessen Offenbarung oder Verwertung
geeignet ist, ein berechtigtes Interesse der
Person zu verletzen, die seine Tatigkeit in
Anspruch genommen hat oder fir die sie in

Anspruch genommen worden ist.

(4) Den Personen, die eine der in den Abs. 1
und 3 bezeichneten Téatigkeiten ausuben,
stehen ihre Hilfskrafte, auch wenn sie nicht
berufsmaRig tatig sind, sowie die Personen
gleich, die an der Tatigkeit zu
Ausbildungszwecken teilnehmen.

(5) Der Tater ist nicht zu bestrafen, wenn die
Offenbarung oder Verwertung nach Inhalt
und Form durch ein Offentliches oder ein
berechtigtes privates Interesse gerechtfertigt
ist.

(6) Der Tater ist nur auf Verlangen des in
seinem Interesse an der Geheimhaltung
Verletzten (Abs. 1 und 3) zu verfolgen.
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Anhang Zusatzvereinbarung zur Auftragsverarbeitungsvereinbarung nach Artikel
28 EU-Datenschutz-Grundverordnung zur Verarbeitung von personenbezogenen
Daten im Auftrag (Schweiz)

zwischen

Auftraggeber

nachfolgend "Auftraggeber" genannt
und

Unterauftragnehmer

nachfolgend ,Unterauftragnehmer” genannt

- beide Vertragspartner nachfolgend "Parteien" genannt -

In Ergdnzung des zwischen den Parteien am geschlossenen Vertrages zur Auftragsbearbeitung geman
Artikel 9 Schweizer Bundesgesetziber den Datenschutz unterwirft sich der Unterauftragnehmer

[1 dem jeweiligen kantonale Datenschutzrecht und — sofern vorhanden — dem kirchlichen
Datenschutzreglement des betreffenden Kantons (z. B. Kanton Zirich: IDG, LS 170.4;
Kirchliches Datenschutz-Reglement, LS 180.7), jeweils in der geltenden Fassung. Die
kantonale Datenschutzaufsicht ist insoweit zustandig.

Im Ubrigen (insbesondere bei privatrechtlich organisierten kirchlichen Einrichtungen wie Vereinen,
Stiftungen oder GmbH) richtet sich die Auftragsbearbeitung nach dem Bundesgesetz iiber den
Datenschutz (DSG; SR 235.1) sowie der Verordnung uber den Datenschutz (DSV); zustandig ist der
EDOB.
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D Dedalus

Anhang Zusatzvereinbarung zur beruflichen Verschwiegenheitsverpflichtung

zwischen

Auftraggeber

nachfolgend "Auftraggeber" genannt

und

nachfolgend ,Unterauftragnehmer” genannt

- beide Vertragspartner nachfolgend "Parteien" genannt -

1. Der Unterauftragnehmer wirkt als Dienstleister an der beruflichen Tatigkeit des Verantwortlichen, der
einer beruflichen Verschwiegenheitsverpflichtung unterliegt, mit und verarbeitet fir den
Verantwortlichen ggf. Daten, die in den Anwendungsbereich von Art. 321 Strafgesetzbuch (CH-StGB)
fallen (im Folgenden ,Berufsgeheimnisdaten®).

2. Dem Unterauftragnehmer ist bekannt, dass Personen, die an der beruflichen Tatigkeit eines gemass
Art. 321 CH-StGB verpflichteten Verantwortlichen mitwirken, sich strafbar machen, wenn sie unbefugt
ein fremdes Geheimnis offenbaren, das ihnen bei der Ausiibung oder bei Gelegenheit ihrer Tatigkeit
bekannt geworden ist. Zudem macht sich eine mitwirkende Person nach Art. 321 CH-StGB strafbar,
sollte sie sich einer weiteren mitwirkenden Person bedienen, die ihrerseits unbefugt ein fremdes, ihr bei
der Auslibung oder bei Gelegenheit ihrer Tatigkeit bekannt gewordenes Geheimnis offenbart und nicht
daflir Sorge getragen hat, dass diese zur Geheimhaltung verpflichtet wurde.

3. Der Unterauftragnehmer verpflichtet sich, in Kenntnis der strafrechtlichen Folgen einer Verletzung
des Berufsgeheimnisses gemass Art. 321 CH-StGB Uber Berufsgeheimnisdaten Stillschweigen zu
bewahren und sich nur insoweit Kenntnis von diesen Daten zu verschaffen, wie dies zur ordentlichen
Vertragserfullung unbedingt erforderlich ist.

4. Der Unterauftragnehmer verpflichtet sich, in Kenntnis der strafrechtlichen Folgen einer Verletzung
der Verschwiegenheitspflicht gemass Art. 321 CH-StGB, diejenigen seiner bei ihm beschéaftigten
Personen und zur Vertragserfillung herangezogene Dritte, die bestimmungsgemass mit
Berufsgeheimnisdaten des Verantwortlichen in Berlhrung kommen oder bei denen dies nicht
auszuschliessen ist, zur Vertraulichkeit hinsichtlich der Berufsgeheimnisdaten zu verpflichten und Gber
die mogliche Strafbarkeit nach Art. 321 CH-StGB zu belehren. Diese Verpflichtung gilt flir sdmtliche
weiteren Unterbeauftragungen.

5. Der Unterauftragnehmer wird darauf hingewiesen, dass Daten, die er im Auftrag eines
Berufsgeheimnistragers verarbeitet, unter Umstadnden gemass dem anwendbaren Prozessrecht dem
Zeugnisverweigerungsrecht von sogenannten mitwirkenden Personen unterliegen. Der
Berufsgeheimnistréager entscheidet Uber die Ausiibung des Schweigerechts. Im Falle einer Befragung
wird der Unterauftragnehmer dieser widersprechen und unverziglich den Berufsgeheimnistrager
informieren, der daraufhin bzgl. der Wahrnehmung des Schweigerechts entscheidet.
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6. Der Unterauftragnehmer wird darauf hingewiesen, dass die in seinem Gewahrsam befindlichen
Berufsgeheimnisdaten dem Beschlagnahmeverbot gemass dem anwendbaren Prozessrecht
unterliegen. Die Daten dirfen nicht ohne das Einverstdndnis des Berufsgeheimnistragers
herausgegeben werden. Im Falle einer Beschlagnahme wird der Unterauftragnehmer dieser
widersprechen und unverziglich den Berufsgeheimnistrager informieren.

Der Unterauftragnehmer bestatigt mit seiner Unterschrift zugleich den Empfang einer Kopie dieser
Niederschrift.
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Anhang Verschwiegenheitsverpflichtung der Geschaftspartner

Sehr geehrte Damen und Herren,

mit diesem Schreiben weisen wir Sie nochmals und ausdriicklich darauf hin, dass im Rahmen des
gegenstandlichen Auftrags-/ Vertragsverhaltnisses Daten verarbeitet werden (kénnen), welche einer
besonderen berufsspezifischen Verschwiegenheitspflicht unterliegen. Insbesondere erlauben wir uns
auf die geltenden Regelungen der Strafvorschrift des Art. 321 CH-Strafgesetzbuch (Verletzung des
Berufsgeheimnisses) in der aktuellen Fassung zu verweisen. Der Gesetzestext des Art. 321 CH-StGB
ist als Anlage beigefugt.

Auf Grundlage des Art. 321 CH-StGB verpflichten wir unsere Geschéaftspartner, die uns bei der Erfiillung
unserer Aufgaben im Anwendungsbereich des Art. 321 CH-StGB unterstiitzen, im Sinne dieser
Vorschrift zur Geheimhaltung. Wir dirfen Sie bitten, uns die folgende Verschwiegenheitsverpflichtung
zu bestatigen, und uns zurickzusenden.

VERSCHWIEGENHEITSVERPFLICHTUNG

Ich erklare, die Anforderungen des neuen Art. 321 CH-StGB und die strafrechtlichen Folgen einer
Verletzung des Berufsgeheimnisses zu kennen.

7. lch verpflichte mich hiermit zur gewissenhaften Einhaltung und Erfillung der gesetzlichen
Anforderungen. Insbesondere ist mir bekannt, dass meine Verschwiegenheit auch nach
Beendigung des Vertragsverhaltnisses uneingeschrankt und zeitlich unbefristet fortbesteht.

8. Ich verpflichte mich darlber hinaus, alle meine Mitarbeiter (Bestandsmitarbeiter und zukuinftige
neue Mitarbeiter), die im Rahmen des gegenstandlichen Auftrags-/ Vertragsverhaltnisses mit
den der besonderen Verschwiegenheitspflicht unterliegenden Daten wie Geheimnissen in
Beriihrung kommen, ebenso wirksam im Hinblick auf den Art. 321 CH-StGB? zu verpflichten.

9. Ich sichere zu, soweit in Erfillung des Auftrags durch mich/ unser Unternehmen Dritte
(Subunternehmer)  oder  Geschéftspartner  (im Rahmen  eines mehrstufigen
Vertragsverhaltnisses) zum Einsatz kommen, fur eine gleiche Verpflichtung Sorge zu tragen.
Uber die strafrechtlichen Konsequenzen einer fehlerhaften oder mangelnden Verpflichtung bin
ich informiert.

In allen Zweifelsfragen werde ich entsprechenden Rechtsrat einholen.
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Art. 321 CH-Strafgesetzbuch (CH-StGB) Verletzung des Berufsgeheimnisses

1. Geistliche, Rechtsanwalte, Verteidiger, Notare, Patentanwalte, nach Obligationenrecht' zur
Verschwiegenheit verpflichtete Revisoren, Arzte, Zahnéarzte, Chiropraktoren, Apotheker,
Hebammen, Psychologen, Pflegefachpersonen, Physiotherapeuten, Ergotherapeuten,
Erndhrungsberater, Optometristen, Osteopathen sowie ihre Hilfspersonen, die ein Geheimnis
offenbaren, das ihnen infolge ihres Berufes anvertraut worden ist oder das sie in dessen Ausibung
wahrgenommen haben, werden, auf Antrag, mit Freiheitsstrafe bis zu drei Jahren oder Geldstrafe
bestraft2

Ebenso werden Studierende bestraft, die ein Geheimnis offenbaren, das sie bei ihrem Studium
wahrnehmen.

Die Verletzung des Berufsgeheimnisses ist auch nach Beendigung der Berufsaustibung oder der
Studien strafbar.

2. Der Tater ist nicht strafbar, wenn er das Geheimnis auf Grund einer Einwilligung des
Berechtigten oder einer auf Gesuch des Taters erteilten schriftlichen Bewilligung der vorgesetzten
Behorde oder Aufsichtsbehodrde offenbart hat.

3. Vorbehalten bleiben die eidgendssischen und kantonalen Bestimmungen uber die Melde- und
Mitwirkungsrechte, Uber die Zeugnispflicht und Uber die Auskunftspflicht gegenlber einer
Behorde.?

1 SR 220

2 Fassung gemass Anhang Ziff. 1 des Gesundheitsberufegesetzes vom 30. Sept. 2016, in Kraft
seit 1. Febr. 2020 (AS 2020 57; BBI 2015 8715).

3 Fassung gemass Anhang Ziff. 1 des BG vom 15. Dez. 2017 (Kindesschutz), in Kraft seit 1. Jan.
2019 (AS 2018 2947; BBI 2015 3431).
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